
   

 

AMENDMENT OF SOLICITATION/MODIFICATION OF CONTRACT 1.  CONTRACT ID CODE PAGE OF PAGES 

  1  
2.  AMENDMENT/MODIFICATION NO. 
MODIFICATION       

3.  EFFECTIVE DATE 
SEE BLOCK 16C. 

4.  REQUISITION/PURCHASE REQ. NO. 
 

5.  PROJECT NO. (IF APPLICABLE) 
 

6.  Issued By Code  7.  ADMINISTERED BY (If other than Item 6) Code 
  

8.  Name and Address of Contractor (No., street, county, State and ZIP Code (x) 9A. AMENDMENT OF SOLICITATION NO. 
   

9B.  DATED (SEE ITEM 11) 
 
10A. MODIFICATION OF CONTRACT/ORDER NO. 

   
10B.  DATED (SEE ITEM 13) 

CODE FACILITY CODE  
11.  THIS ITEM ONLY APPLIES TO AMENDMENTS OF SOLICITATIONS 

 The above numbered solicitation is amended as set forth in item 14.  The hour and date specified for receipt of 
Offers 

 is extended X is not extended. 

Offer's must acknowledge receipt of this amendment prior to the hour and date specified in the solicitation or as amended, by one of the following methods: 
 
(a) By completing Items 8 and 15, and returning ________copies of the amendment;  (b) By acknowledging receipt of this amendment on each copy of the offer submitted; or (c) By 
separate letter or telegram which includes a reference to the solicitation and amendment numbers.  FAILURE OF YOUR ACKNOWLEDGEMENT TO BE RECEIVED AT THE PLACE 
DESIGNATED FOR THE RECEIPT OF OFFERS PRIOR TO THE HOUR AND DATE SPECIFIED MAY RESULT IN REJECTION OF YOUR OFFER.  If by virtue of this amendment you 
desire to change an offer already submitted, such change may be made by telegram or letter, provided each telegram or letter makes reference to the solicitation and this amendment, and 
is received prior to the opening hour and date specified. 
 
12.  ACCOUNTING AND APPROPRIATION DATA (If required) 

13.  THIS ITEM APPLIES ONLY TO MODIFICATIONS OF CONTRACTS/ORDERS, 
IT MODIFIES THE CONTRACT/ORDER NO. AS DESCRIBED IN ITEM 14. 

  A. THIS CHANGE ORDER IS ISSUED PURSUANT TO :  (Specify authority) THE CHANGES SET FORTH IN ITEM 14 ARE MADE IN THE  CONTRACT ORDER NO. 
IN ITEM 10A. 

 B. THE ABOVE NUMBERED CONTRACT/ORDER IS MODIFIED TO REFLECT THE ADMINISTRATIVE CHANGES (such as changes in paying office, appropriation 
date, etc.)  SET FORTH IN ITEM 14, PURSUANT TO THE AUTHORITY OF FAR 43.103(b).  

  
     X C. THIS SUPPLEMENTAL AGREEMENT IS ENTERED INTO PURSUANT TO AUTHORITY OF : FAR 52.212-4(c) 

 D. OTHER (Specify type of modification and authority)  

  
E.  IMPORTANT:  Contractor  is not, X is required to sign this document and return _0 _ copies to the issuing office. 
14.  DESCRIPTION OF AMENDMENT/MODIFICATION (Organized by UCF section headings, including solicitation/contract subject matter where feasible.) 

 
See Attached 
 
 

Except as provided herein, all terms and conditions of the document referenced in item 9A or 10A, as heretofore changed, remains unchanged and in full force and effect. 
15A.  NAME AND TITLE OF SIGNER (Type or print) 16A.  NAME AND TITLE OF CONTRACTING OFFICER (Type or print) 
  

15B.  CONTRACTOR/OFFEROR 15C.  DATE SIGNED 16B.  UNITED STATES OF AMERICA 16C. DATE SIGNED 
               

              
 

  ________________________________________  BY  ______________________________________________ 
(Signature of person authorized to sign)  (Signature of Contracting Officer)  

NSN 7540-01-152-8070  30-105 STANDARD FORM 30 (REV. 10-83) 
PREVIOUS EDITION UNUSABLE  Prescribed by GSA, 
(Note:  This is an FSS reproduction using word processing software  FAR (48 CFR) 53.243 

 



 

C64 Contact for Contract Administration (G-FSS-900-C) (July 2003)  
 
Offerors should complete paragraphs (a) and (b) if providing both domestic and overseas delivery. Complete paragraph (a) if providing 
domestic delivery only. Complete paragraph (b) if providing overseas delivery only.  
 
The Contractor shall designate a person to serve as the contract administrator for the contract both domestically and overseas. The 
contract administrator is responsible for overall compliance with contract terms and conditions. The contract administrator is also the 
responsible official for issues concerning 552.238-74 Industrial Funding Fee and Sales Reporting, including reviews of contractor 
records. The Contractor's designation of representatives to handle certain functions under this contract does not relieve the contract 
administrator of responsibility for contract compliance. Any changes to the designated individual must be provided to the Contracting 
Officer in writing, with the proposed effective date of the change.  
 
(a) Domestic. 

                          Name:    

                            Title:   

                      Address:   

 

                      ZIP Code:   

               Telephone No:    

                        FAX No:    

              Email Address:    

 

 
(b) Overseas.  

 
Overseas contact points are mandatory for local assistance with the resolution of any delivery, performance, or quality 
complaint from customer agencies. (Also, see the requirement in I-FSS-594, Parts and Service.) At a minimum, a contact point 
must be furnished for each area in which deliveries are contemplated, e.g., Europe, South America, Far East, etc. 

 
                            Name:    

                              Title:   

                        Address:   

 

                      ZIP Code:   

               Telephone No:    

                        FAX No:    

              Email Address:    

 

 

 

 



 

K-FSS-1 AUTHORIZED NEGOTIATORS (MAR 1998)  

The offeror shall, in spaces provided below, fill in the names of all the persons authorized to negotiate with the 
Government in connection with this request for proposals or quotations. (List the names, titles, telephone numbers and 
electronic mail address of the authorized negotiators.) 

 

 Name   Title    Phone  email Address 

 
  

 

 



Modification to Contracts Awarded under Solicitation FCIS-JB-980001-B (Issued 8/30/2005)  
 

1.  Section B.2 Products and Services offered/Schedule of Items, 
Special Item Number (SIN) 132-60 Authentication Products and 
Services; ADD the following to the end of the description for this SIN. 
 
_____ Personal Identity Verification (PIV) Credentials and Services.  This facilitates trusted physical and 

electronic access to government facilities and networks using smart card technology.  PIV Credentials and 
Services is a key enabler of identity assurance for access control and protects Federal facilities and 
information systems from unauthorized access, interception, and tampering.   

 
____ Identity Proofing, Registration, Enrollment, and Issuance Products 
 
____ Identity Proofing Registration, Enrollment, and Issuance Services 
 
____ Smart Cards  
 
____ Smart Card Applets 
 
____ Smart Card-associated Hardware 
 
____ Smart Card-associated Middleware 
 
____ Professional Services to support implementation and integration for ordering activities 
applications 
 

NOTE:  Homeland Security Presidential Directive 12: Policy for a Common Identification Standard for Federal 
Employees and Contractors establishes the requirement for a mandatory Government-wide standard for secure and 
reliable forms of identification issued by the Federal Government to its employees and contractors (including 
contractor employees) in order to enhance security, increase Government efficiency, reduce identity fraud, and 
protect personal privacy.  Further, the Directive requires the Department of Commerce to promulgate a Federal 
standard for secure and reliable forms of identification within six months of the date of the Directive.  As a result, 
the National Institute of Standards and Technology (NIST) released Federal Information Processing Standard (FIPS) 
201: Personal Identity Verification of Federal Employees and Contractors on February 25, 2005.  FIPS 201 requires 
that Federal identity badges referred to as PIV credentials, issued to Federal employees and contractors comply with 
the Standard and associated Special Publications 800-73, 800-76, 800-78, and 800-79.   
 
The Federal Government has established derived test requirements for demonstrating conformance with the 
Standard.  Providers whose products and services are deemed to be conformant will be eligible to participate in this 
program.     
 

Please go first to the NIST PIV website to review the Special Publications associated with this program:  
http://csrc.nist.gov/piv-project/ 
 
For additional information, contact the Program Management Office for Personal Identity Verification 
Credentials and Services: 
 

Mike Brooks 
Director, Center for Smartcard Solutions 
Office of Center for Smart Card Solutions, Federal Technology Service 
1800 F. Street, N.W., Room 5010 
Washington, D.C. 20405 
(202) 501-2765 
(202) 208-3133 (F) 

This Modification t is for Contracts that do not incorporate Refresh #17 changes. 
 



Modification to Contracts Awarded under Solicitation FCIS-JB-980001-B (Issued 8/30/2005)  
 

2. Attachment I, Cover Page information, ADD the following at the 
end of Special Item Number (SIN) 132-60 Authentication Products and 
Services: 
 

Personal Identity Verification (PIV) Credentials and Services.  This facilitates trusted physical and 
electronic access to government facilities and networks using smart card technology.  PIV Credentials and 
Services is a key enabler of identity assurance for access control and protects Federal facilities and 
information systems from unauthorized access, interception, and tampering.   

 
 

3. Attachment I, Terms and Conditions Applicable to 
Authentication Products and Services (Special Item Number 132-60); 
ADD the following after the description of the items that fall under this 
SIN and before the paragraph titled “1. Order”: 
 
(3) Personal Identity Verification (PIV) Credentials and Services.  This facilitates trusted physical and 
electronic access to government facilities and networks using smart card technology.  PIV Credentials and Services 
is a key enabler of identity assurance for access control and protects Federal facilities and information systems from 
unauthorized access, interception, and tampering.   

NOTE:  Homeland Security Presidential Directive 12: Policy for a Common Identification Standard for 
Federal Employees and Contractors establishes the requirement for a mandatory Government-wide 
standard for secure and reliable forms of identification issued by the Federal Government to its employees 
and contractors (including contractor employees) in order to enhance security, increase Government 
efficiency, reduce identity fraud, and protect personal privacy.  Further, the Directive requires the 
Department of Commerce to promulgate a Federal standard for secure and reliable forms of identification 
within six months of the date of the Directive.  As a result, the National Institute of Standards and 
Technology (NIST) released Federal Information Processing Standard (FIPS) 201: Personal Identity 
Verification of Federal Employees and Contractors on February 25, 2005.  FIPS 201 requires that Federal 
identity badges referred to as PIV credentials, issued to Federal employees and contractors comply with the 
Standard and associated Special Publications 800-73, 800-76, 800-78, and 800-79.   
The Federal Government has established derived test requirements for demonstrating conformance with the 
Standard.  Providers whose products and services are deemed to be conformant will be eligible to 
participate in this program.     

 
Please go first to the NIST PIV website to review the Special Publications associated with this 
program:  http://csrc.nist.gov/piv-project/ 

 
For additional information, contact the Program Management Office for Personal Identity Verification Credentials 
and Services: 

 
Mike Brooks 
Director, Center for Smartcard Solutions 
Office of Center for Smart Card Solutions, Federal Technology Service 
1800 F. Street, N.W., Room 5010 
Washington, D.C. 20405 
(202) 501-2765 
(202) 208-3133 (F) 

 
 

This Modification t is for Contracts that do not incorporate Refresh #17 changes. 
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